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Abstract

Mobile and wireless devices is experiencing an explosive growth.
These devices have strict Power, CPU power, memory, bandwidth and
latency constraints, which makes it important to have an efficient cryp-
tosystem. It is also important for the web performance in general to
have an efficient cryptosystem. Today is RSA an widely used public-
key cryptosystem.The problem with RSA is that it requires large key
sizes which can lead to lower bandwidth and higher CPU usage. Ellip-
tic Curve Cryptography (ECC) is emerging as an attractive public-key
cryptosystem. It offers equivalent security level with smaller key sizes,
which can lead to faster computation and lower power usage.
SSL/TLS is the most widely used security protocol on the web, so
more efficient SSL/TLS will have a significant impact on the web per-
formance. This paper compares those two cryptosystems to see if ECC
gives significant advantage over RSA regarding to performance when
implemented in SSL/TLS protocol.
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