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1 Abstract

In order to understand the threat model of elliptical curve cryptographic schemes
it is important to have the knowledge of how you can attack it. Pollard’s Rho al-
gorithm is one possible way to solve the elliptic curve discrete logarithm problem
(ECDLP)[1]. The algorithm was introduced in 1978 [2], and during the past four
decades there have been several modifications to the original implementation to
reduce the time and storage complexity.

In our paper we aim to give the reader an overview of the Pollard’s Rho
algorithm in order to understand how we can speed it up. We will start by
looking at the basic concepts of it, and then study the existing methods which
can be applied to reduce the complexity.
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