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Abstract 
 
Quantum computers have been a topic of interest for cryptographers since the 
formulation of Shor's factoring algorithm in 1994 [3]. A modified version of Shor's 
algorithm for attacking the elliptic curve discrete logarithm problem (ECDLP) was 
created in 2003 [2]. The (theoretical) quantum ECDLP attack appears to have 
withstood the academic test of time [1, 4, 5].  
 
In this presentation we will review the ECDLP and give the algorithmic complexity 
of the best known classical computing attack against the ECDLP. Next, we will give 
a brief introduction to quantum computing and related mathematical notation, after 
which we will cover a quantum ECDLP attack algorithm and will give an example. 
Finally, we will compare the complexity of the classical attack to the quantum 
attack we have covered. 
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