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1 Abstract

The Pohlig-Hellman algorithm is an algorithm that solves the discrete loga-
rithm problem. The algorithm simplifies the problem by solving the elliptic
curve discrete logarithm problem (ECDLP) in the prime subgroups of the
point 〈P〉. The difficulty of solving the ECDLP in its prime order subgroups
is no harder than solving the ECDLP in 〈P〉[1][2].

In our paper we will present the Pohlig-Hellman algorithm and its appli-
cations. We will discuss its complexity and how to construct the elliptical
curves in order to defend against the Pohlig-Hellman attack.
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