
Techniques for Low Power ECC in Embedded Systems
Ben Terner

1 Abstract

Elliptic curves offer strong computational security for public key cryptography while requiring far smaller

keys than RSA. In a world where interconnected devices trend toward miniaturization and security threats

become more frequent, elliptic curves are especially appealing to implementors of embedded devices with

strong security requirements and few computing resources.

This survey will investigate techniques for implementing elliptic curve cryptography in embedded systems. In

particular, we will investigate algorithmic approaches to low power elliptic curve cryptography. Techniques

used towards this end require efficient multiplication and inversion of elements within a finite field [2] [5],

and extend to efficient point multiplication [2] and [3] and parallelized modular operations on multiple cores

[1].
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